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Startup

The following instruction work for any zone, but in our examples we are setting up a Secure zone
with the exception of the Alma server which is setup in a different zone. These instructions work for

any zone you just need to add in your own info.




How to Setup a
Windows Server




Step 1. Startup select

Summary Monitor Configure Permissions Datastores Versioning

vetr.c.cit.byui.edu

ln.SIde of Vsphere I’Ig.ht ] CIT-Datacenter VM Template Details H Usage
click the 470-Generic- B CIT470-Security

v ion- ther (64-bit St
Template and Choose B Section-Al Actions - 470-Generic-Template orhe o orage

v [J CIT470-Tean . . . e
c 58 New VM from This Template... Not running, not installed @ @ O B used
new Vm from this & To.0-AL: ° P

Template a5 T10-D-AL:

> T10.D-ws GF Clone to Template...

g® Convert to Virtual Machine...

& TI0-D-WS Not encrypted

&8 T10--AL2

&% T10--WS Move to folder...
& TI0-S-AL2 Rename...

& T10-S-WS

G test forrile Tags & Custom Attributes

~ ] Templates

470-Generic

Tags i Note
Alarms 9
Recent Tasks Alarms
Remove from Inventory
Queued
T Targe ) T Details T Initiator T T Start Time
Delete from Disk For




Choose your teams
section inside of class
of CIT 470. You must
also name the VM as
well make sure to
agree with team
before on a name
scheme used for these
server like T10-S-WS

Step 2.

| ocation and name

470-Generic-Template -
Deploy From Template

Select a name and folder

Specify a unigue name and target location

1 Select a name and folder Virtual machine name:

ation for the virtual machine.
tr.c.cit.byui.edu
CIT-Datacenter
v 1 CIT470-Security
v F7 Section-Al

b 1 CIT470-Team10

> [ Templates

CANCEL NEXT




The next step is select
where the VM will pull
resources from. Please
make sure to select your
correct class.

470-Generic-Template -
Deploy From Template

1 Sele e and folder

2 Select a compute resource

Step 3.Resource Allocation

Select a compute resource

Select the destination compute resource for this operation
[ 1001175004

£ 101175109
B 101175110
£ 10.1175.1m

O Azure-Arc

(o CIT-326

> (g CIT-353

i (5 CIT-470
Compatibility

/ Compatibility checks succeeded.




In this step you need to
select Customize this
virtual machines
hardware so we can
ensure it has the proper
settings.

Step 4. Clone options

470-Generic-Template - Select clone options
Deploy From Tel‘nplate Select further clone op

1 Select a name and folder
2 Select a compute resource

3 Sele

4 Select clone options




After allowing the VM to be
customized you will be
shown screen with many
different options . There are
only three sections you need
to worry about the SCSI
controller needs to selected
as “LSI Logic SAS.” the
network adapter needs to
match the correct zone and
finally 1ISO for your machine
, there many options you can
browse inside the CD/DvD
media but in this example
we select the 2022 windows
server.

Select File

CK TO DATASTORES

By
[
[
]
]
B
]
]
B
]
]
B

0e8012b0f0...

vSphere-HA
151-student-vm2
225-student-vm10
225-student-vm14
225- -vm3
tudent-vm5
tudent-vm8
tudent-vm10

tudent-vm12

[@ en-us_windows_server
_2022_updated_april_2022
x64_dvd_d428acee.iso

-installe

Step 5. ISO selection and other settings

File Type:

Medified




Step 6. Installing the OSI

Power on the newly made L rsm—
VM and start the install et tne operstng syten you want to s
process. Follow the
prompts until you get to the
window asking for a
product key, select | don’t
have a product key. This
will take you too system
setup window. You most
choose which version of
windows server 2022 you
are going to install, select
the standard desktop

1 Collecting information 2 Installing Microsoft Server Operating System

Architecture
B4




Step 7. Finish install

Server Manager * Dashboard @1 F vemoe oo view e
After choosing the
. f Windows I Dashboard WELCOME TO SERVER MANAGER
version o ‘
server 2022 you need _ I i

Try managing servers with Windows Admin Center

to accept the terms
and condition and
select custom install
for how you wish to
install this OSI. After
all this you will finally
be able to make an e
admin account and get Fle and Storage
into the OSI once you
do you should locate
the server manager.

12:18 AM
* /2072024 -

£ Type here to search i - ~E




Step 8A. Server Manager

(©©)+  Server Manager * Local Server B e mm o
Select Local Server
and disable and
enable these setting.
Allow Remote
connections but turn
off network level
authentication. Next
disable IE enhanced
security cvens

1220 AM I-\_,J
1/20/2024

O Type here to search B =



Step 8B.

Server Manager * Local Server Manage  Tools

= DD D DT

Dashboard | System Properties

Local Servei Computer Mame Hardware Advanced Remote

Gl B Remote Assistance

E File and Sto

Remote Desktop

Choose an option. and then specify who can connect.
{3 Don't allow remote connections to this computer
(@) Allow remote connections to this computer

Allow connections only from computers running Remote
Desktop with Metwork Level fAuthentication recommended)

Select Users...

Cancel

Log Date and Time
WIN-JWVP2ZMSONTTU 8798 Error Microsoft-Windows-Security-SPF Application 1/20/202.
WIN-JVP2MSONTTU 10016 Warning Microsoft-Windows-DistributedCOM System 1/20/2024 12:18:37 AM
WIN-JVP2MSONTTU 7020 Error Microsoft-Windows-Service Control Manager Systemn 1/20/2024 12:18:33 AM

4 12:18:37 AM

2 Type here to search




Step 9. Windows setting

Windows Settings

The next step we going to
change a few setting
inside of windows setting.
These changes will be
made in System , Network
& Internet, and Accounts.
The first change will be in
Accounts.




Step 10. Adding new users

& lusrmgr - [Local Users and Groups (L

Select Accounts and then Aoroupsllocsh || ome | FuliName
other users. Inside of that e s e

window will be an option to
add a new user. It will take
you to new window with
several options. In this
window you need click on
the actions tab and select
create new user. Take this
time to make a user for
everyone in your group and
set a password for the
account.

A user accoun

E‘J Built-in accou

+, WDAGUHility... A user account managed ane




Back in the other windows
in the accounts section
you need to switch all the
new user account types to
Administrator so that you
and your team can work
on this machine as admins.

< Settings

fnr  Home

Accounts

A= Your info

€L  Sign-in options

.-Q-+ Other users

Step 11. Change Account Type

Other users

Other users

-+

Add someone else to this PC

Change account type

- A

12:27 A



Step 12A. Ethernet and Internet settings

Now you need to back
to window from step 9
and select the Ethernet
and Internet option in
there will be a section
called Ethernet, click
on it and look for the
option highlighted in
called Change Adapter
options . It will take
you too this window.

waork and Internet > Metw




Step 12B. Changing Ipv4

In this window you need to
click on the double arrows + Nework Connectons o
next to rename this
connections. It will open a
smaller window, in this
smaller window you need to
select Ipv4 and click on
properties

s diverse intes

Cancel

Titem  1item




If you have follow the
instructions you will see
a new window that will
give you the option to set
this servers address. Fill
out the Ip address that
your team agreed upon
before starting this
assignment. Also fill out
the subnet and default
gateway from your teams
diagram. You don’t need
to fill out the DNS right
now but can choose to if
you feel like it.

el Type here to search

and Internet »

mnrle deasics

I

Step 12C. Setting Ip Address.

ions

nection

o

Rename this connection

12:37 AM
~ @ Qe 000

=



Step 13. Rename the device

Settings
Gplng back to step 9 P About
click on the system icon
. Your PC is monitored and protected.
and scroll down until
you see the about page' See details in Windows Security
Inside of here will be an _ —
c Device specifications
option to rename the > Power &sleep
PC’ you Wi” need to Device name q N

Storage Processor

rename this device to
match what you called Tablet Installed RAM

the VM, this will cause | i 1o
the VM to restart. This System type
iS |aSt Step you need tO Projecting to this PC Pen and touch
dO fOF now but |ater y0U >¢  Remote Desktop

will need to ping this

device. Frest

Windows specifications

Edition




How to Setup an
Alma Server




Step 1.

Click on Actions and select Create a new virtual machine

Give the new machine a name according to the teams chosen naming schematic. In this case it is T10-D-AL3




New Virtual Machine

3 Select a compute resource

Step 2.

Select a compute resource

Select the destination compute resource for this operation
10.11.75.109
101175110
10.M.75.1m
Azure-Arc
CIT-151
CIT-225
CIT-326

CIT-CSA
CIT-Instructors
CIT-VMs

Compatibility

lity checks succeeded

Select CIT-470 as the compute resource then select CIT as the storage area

New Virtual Machine

Select storage

Select the e for the configuratiol d disk files
VM Storage Policy

() Disable Storage DRS for this virtual machine

orage

aticilty ¥ | CPC

me
4 Select storage

N

@ ar 40.07 TB

Compatibility

Compatibility checks succeeded

239278

CANCEL ‘ B



Step 3.

Select compatibility to ESXi 7.0 U2 and later

Select Linux as the guest OS Family and RedHat Enterprise Linux 8 (64-bit) as the Guest OS Version

New Virtual Machine Select compatibility

ual Machine Select a guest OS
Select compatibility for this virtual machine depending on the hosts in your environment

The host or cluster SUPPorts more than one VMware virtual machine

Choose the guest OS that will be installed on the virtual machine
ompatibility for the virtual
machine

Identifying the guest operating system
system installati

re allows the wizard to provide the appropriate defaults for the op
Compatible with:

Virtual machines using hardware version 19 are compatible

hardware features are unavailable with this option.
£ e Guest OS Versi
5 Select compatibility

ility

6 Select a guest OS

3 Guest OS Family:
with ESXi 7.0 U2 and later. Some virtual machine

Compatibility: ESXi 7.0 U2 and later (VM version 19) %

CANCEL ‘ BACK

CANCEL | BACK



Step 4.

Customize hardware settings and check the Connect At Power On box

Select NEXT and then FINISH

ADD NEW DEVICE v

Power Status

Guest OS

VMware Tools

Powered Off
DNS Name

IP Addresses

Encryption

> Other .
A

Compatibility: ESXi 7.0 U2 and later (VM version 19) v

CANCEL | BAC ‘ NEXT




Step 5.

Under Summary open the Actions menu and select Edit Settings

Select the VM options Tab

Sphere Client O\

¢ & TI0-D-AL3

Monitor

ctr.c.cit.byui.edu
CIT-Datacenter Guest OS
[J CIT470-Security
~ [J Section-Al

~ [ CIT470-Team10

Powered Off

% T10-l-AL2
i To-Fws
@ T10-s-AL2
& T10-5-W5
B) CIT470-Team13
@ test for riley
~ [ Templates
5 470-Generic-Template
VM Hardware

cPU

Memory

LAUNCH REMOTE CONSOLE | @

3 Actions - TIO-D-AL3

Power
Configure Permission Guest OS
Snapshots

Virtual 7 Open Remote Console

& Migrate

Clone
E’q Fault Tolerance
VM Policies

Template

Compatibility

Export System Logs...

I E tSsttinﬁ |

ashots

ACTIONS v

pris

tinstalled (D

T
Move to
Rename

2 CPU(s), O MHz used Ediit Notes...

4GB, 0 GB memory act Tags & Custom Attributes

evices

Edit Settings

Virtual Hardware VM Options

»CPU

Advanced Parameters

> Memory

> Hard disk 1

> SCSl controller 0 )
> Network adapter 1
> CD/DVD drive 1

> Video card

> SATA controller O

> Security Devices

> Other

allel
470-VL710-dmz Connected
Datastore Connect At Power On

Specify custom setti

AHCI

Additional Hardware

ADD NEW DEVICE v




Step 6.

Under General Options, Select Guest OS family and select Linux then Under Guest OS Version select Red Hat Enterprise
Linux 8 (64-Bit) Click OK

Under the Summary tab, scroll down to the notes section and click ADD

Virtual Hardware [Advanced Parameters @ T‘IO*D*AL:% (s 0] : ACTIONS

—
v General Options Summary Monitor Configure Permissions Datastores Networks Snapshots

] [ vetwor acaprer 1 e o e
00:50:56:93:d0:f4

Disconnected

CD/DVD drive 1

Compatibility ESXi 7.0 U2 and later (VM version 19)

VM Config File [UCS ESXi v102 - SMIF700] T10-D-AL3/T10-D-AL3.vmx

VM Working Location [UCS ESXi v102 - SMIF700] T10-D-AL3/

Guest OS Famil .
b Storage Policies

Guest OS Version Red Hat Enterprise Linux 8 (64-bit)

|
> VMware Remote Console Expand for VMw L
Options

» Encryption Expand for encryption settings Q> | p

Expand for VMware Tools settings No tags assigned No notes assigned

> VMware Tools
> Boot Options Expand for boot options

> Power management Expand for power management settings

> Advanced Expand for advanced settings

‘ CANCEL




Step 7.

Enter the Team name, Zone, and OS

Edit Notes | Ti10-D-AL3

Edit the notes for T10-D-AL3.




Step 8.

Power on the machine

When the vmWare tools is not installed warning pops up, click actions and then install vmware tools

Choose a language and click next

< - (i) Actions - T10-D-AL3
@ T10-D-AL3 D 2§ &

ary  Monito
NeTWOrk agaprter 1

I T10-D-AL3

CD/DVD drive 1

Compatibility

EDIT

Fault Tole

50 MB usea

=96 GB we:

WELCOME TO ALMALINUX 8.6.




Step 9.

Click on Installation Destination

Set Storage Configuration to Automatic and click done

3 Almatinux

LOCALIZATION
[ Keybosre

INSTALLATION SUMMARY

SOFTWARE

@ tltions
 roue

P Network & Host Name

&

) security olcy

Plesse complte Renrs marke wih the kon befare contiuing to the nest step.

the main me

ALMALINUX 8.6 INSTALLATION

‘Begin Install




Step 10.

Select Time Zone

Create a user by filling in the needed information and checking the make Administrator box.

Make sure to create a strong password

ALMALINUX 8.6 INSTALLATION _

Bl | CREATEUSER
[——

5 Done B us Help!

TIME & DATE

ALMALINUX 8.6 INSTALLATION

Full name Carlo

User name

Password

Strong

Confirm password




Step T1.

Click on Network & Hostname add the (machine name).localdomain to the host name field, click apply, and then
click on Configure

Select IPv4 setting and add ip address, netmask, gateway then click Add

Add DNS addresses then click next

SOFTWARE




Step 12.

Select Begin Installation Process, wait for completion, and then reboot the system

2 Almatiis
SOTRUIPRMN 1S TALLATION SUMMARY

% AlmaLinux INSTALLATION PROGRESS ALMALIN 6 INSTALLATION
Eus

LOCALIZATION SOFTWARE SYSTEM

R Keybourd e Installat ce @ Installation Destination
Language Support (g Sftveesdectin @ Kouw

e Time & Date

[ites =

& securiypoliy

Almalinux

Reboot System

Use of this product is subject to the license agreement found at /usr/share/almalinux-release/EULA




Step 13.

Accept the licensing agreement

Go Back to vSphere Client and select the Settings icon

¢ & TI0-D-AL3

Configur

Guest OS i Virtual Machine Details ACTIONS «
: 1/18/24, 9:26 PM

Power Status CPU

Guest 05 . at En 0O MHZz usea

E’j__] VMware Tools Memory

HIIH .
DNS Name L 0 MB usea

IP Addresses Storage

[ LaUNGH REMOTE consoLe | © Encrymtion ' = 96 GB wses
\ e
6%




Step 14.

Under the Virtual Hardware tab > CD/DVD drive 1 use the dropdown arrow to remove the iso image and select Client Device

Go to the Alma Linux workstation and select settings from the dropdown then select network

Switch the Wired Selection on then click on the settings gear icon

Settings Hetwork

. Wired Off ’

& Carlos Gerez ’

*

25 AlmalLinux




Step 15.

Check the Connect Automatically box and click Apply

Click on the Network Icon and go to Wired Settings

> Activities  J@ Settings v Jan 18 14:38 W O~
Q  Settings Network —
 Activities Jan 18 14:41 Sot) O

Bluetooth - —
€ °

Background

Details

Notifications = ) 5

s+ Wired Connecting -

Fannact

Search

Region & Language Wired Settings
& Carlos Gerez »
Universal Access

Online Accounts

* 2 O

Privacy

Sharing

Sound

Power

Remove Connection Profile

Network

Devices

Details




Wi-Fi

Bluetooth

Background

Notifications

Search

Region & Language

Universal Access

Online Accounts

Privacy

Sharing

Sound

Power

Network

Step 6.

Under IPv4 settings change from Automatic (DHCP) to Manual

Make sure IP and DNS addressing is correct and click apply

Click on Settings and select Details

IPv4 Method

IPv4 Method

192.168.201.5 255.255.255.0

|88

Routes

192.168.201.1

& Activities 2¢ Settings =

Bluetooth

© Background

Notifications

Universal Access

¥ Online Accou

Privacy

Sharing

Sound

Power

Network

Devices



St e p -| ; O 5 Activities 3¢ Settings ¥ Jan18 1452 A0 O~

P < | Details

+ About

Click About and enter (machine name).localdomain to the
Device Name Field

@ Date & Time

Carlos Gerez

Click on Users Create a user with administrative authority for * Default Applcations
each team member and then one for The BYUI instructor
using the username youngb and Name: Brigham Young Logged in

Add User

Brigham Young c her Ditto




Step 18.

Under Settings Click on Settings>Privacy turn off Automatic Screen Lock

Under Settings>Power adjust Power Saving to desired specification

> Activities ¢ Settings v

Bluetooth

@ Background
Notifications
Search
Region & Language
Universal Access
Online Accounts

W Privacy

«5 Sharing

9 Sound

Ce Power

@2 Network

Jan 18 15:04

Screen Lock

Location Services

leana £ Wietans

Screen Lock

H WO~

Q Settings

Bluetooth Power Saving

Background Blank screen 15 minutes +

Notifications
Suspend & Power Button

Search Automatic suspend
Region & Language

Universal Access

Online Accounts

Privacy

Sharing

Sound

(3?7 Network



Challenges we faced \



Inbound rule for Windows to accept ping
requests.

Open Windows Defender Firewall

Payer =[] ~ & 0 5]

= @ Microsoft Azure Services Windows Server

Settings

B9 0DBC Data Sources (32-bit)

m- ODBC Data Sources (64-bit) % > >

=
‘Windows ‘Windows
[ RS Server Manager  Powershell Pawershell ISE

@ Recovery Drive

F Network & Interne Personalization
Registry Editor = g 2] _Fi. 2 Ba

Windows
€ Resource Monitor Administrativ..  TeskManager  Control Panel
L} services
B system configuration % M M
Remote
@ system nformation Desktop... Event Viewer  File Explorer
@ sk scheduler
= ™ Windows Defender Firewall with Ad..
@ [ Windows Memory Diagnostic
B Windows Ease of Access v
)
© B Windows PowerShell v
+ g O m B R O E P F A @ S
H ot =, ® 171872024




Inbound rule for Windows to accept ping
requests.

Click on Inbound Rules then select File and Printer Sharing(Echo Request - ICMPV4 in)

Select Enable Rule

ndows Defender Firewall

File Action clp

Actions

Group Inbound Rules
o

nection Security Rules

File and Pri

File and Printer Sharing
File and Printer Sharing All
File and Printer Sharing All
File and Printer Sharing All
File and Printer Sharing All
File and Printer Sharing All
File and Printer Sharing All
File and Printer Sharing over... All
File and Printer Sharing All
i All
All
Private
mDNS Public
mDNS Domain
Microsof All
rk Source IN [TC| . Al
ree [N [UDP i fi . Al
All




Inbound rule for Windows to accept ping
requests.

The rule is now showing Enabled

Defender Firewall with anced Security

View Help

Actions

Inbound Rules

W3 NewRul
itoring 7 Filter b

File and Printer Sharing (LLMNR-UDP-In) File and Printer Sharing T Filter by

File and Printer Sharing (NB-Datagram-In) File and Printer Sharing
File and Printer Sharing (NB-Name-In) File and Printer Sharing
File and Printer Sharing (MB-5ession-In) File and Printer Sharing
File and Printer Sharing (5h ) File and Printer Sharing
File and Printer Sharing ! File and Printer Sharing
File and Printer Sharing EPMAPR) File and Printer Sharing
File and Printer Sharing File and Printer Sharing
File and Printer Sharing ' {0 ) File and Printer Sharing i File and Printer Sharing (Ec...
i vice (TCP-In) i e | # Disable Rule
Vlanagement Servi anagement Service
5 (UDP-In)
S (UDP-In)
nain
[E] Properties

; . H Hep
undation Network Source IM [UDP 5

-In}




Ping from machines inside DMZ successful.

(=] cgerez@T10-D-AL3:~ x
File Edit View Search Terminal Help -
" [windows PowerShell
[cgerez@T18-D-AL3 ~]$ ping 192.168.201.3 Copyright (C) Microsoft Corporation. All rights reserved.
PING 192.168.201.3 (192.168.201.3) 56(84) bytes of data.
64 bytes from 192.168.201.3: icmp_seq=1 ttl=64 time=0.438 ms Install the latest PowerShell for new features and improvements! https://aka.ms/PSWindows
64 bytes from 192.168.201. icmp_seq=2 ttl=64 time=8.338 ms
64 bytes from 192.168.201. icmp seg=3 ttl=64 tim .328 ms PS C:\Users\Administrator> ping 192.168.261.3
64 bytes from 192.168.201. icmp seg=4 ttl=64 tim .298 ms
64 bytes from 192.168.201.3: icmp_seq=5 ttl=64 time=8.244 ms Pinging 192.168.201.3 with 32 bytes of data:
~“C from 192.168.281.3: bytes=32 time<ims
192.168.201.3 ping statistics --- from 192.168.201.3: bytes=32 time<ims
5 packets transmitted, 5 received, 0% packet loss, time 4076ms from 192.168.201.3: bytes=32 time<ims TT
rtt min/avg/max/mdev = ©.244/0.329/0.438/0.064 ms from 192.168.261.3: bytes=32 time<ims TT
[cgerez@T10-D-AL3 ~]$ ping 192.168.201.2

PING 192.168.201.2 (192.168.201.2) 56(84) bytes of data. Ping statistics for 192.168.201.3:

64 bytes from 192.168.201.2: icmp seq=1 ttl=128 .486 ms Packets: Sent = 4, Received = 4, Lost = @ (6% loss),
64 bytes from 192.168.201.2: icmp seq=2 ttl=128 .368 ms Jspproximate round trip times in milli-seconds:

64 bytes from 192.168.201.2: icmp_seq=3 ttl=128 .372 ms Minimum = ems, Haximum - 8ms, Average - @ms

64 bytes from 192.168.201.2: icmp seq=4 ttl=128 time=8.286 ms PS C:\Users\Administrator> ping 192.168.201.5

Pinging 192.168.201.5 with 32 bytes of data:
from 192.168.201.5: bytes=32 time<ims T
from . . bytes=32 time<ims
from .168. bytes=32 time<ims
from 192.168.201.5: bytes=32 time<ims

192.168.201.2 ping statistics ---

4 packets transmitted, 4 received, 0% packet loss, time 3182ms
rtt min/avg/max/mdev = ©.286/0.378/0.486/0.071 ms
[cgerez@T10-D-AL3 ~1% I

Ping statistics for 192.168.201.5:
Packets: Sent = 4, Received = 4, Lost = @ (6% loss),
|Approximate round trip times in milli-seconds:
" . Minimum = @ms, Maximum = @ms, Average
» AlmaLinux v P e
¥ 340 PM

~B% 1/18/2024




Ping from machines inside DMZ successful.

3 Activities [J Terminal v Jan 18 15:45

= cditto@T10-D-AL2:~

File Edit View Search Terminal Help

[cditto@T10-D-AL2 ~]$ ping 192.168.201.5
PING 192.168.201.5 (192.168.201.5) 56(84) bytes of data.
64 bytes from 192.168.201.5: icmp seg=1 ttl=64 time=0.392 ms
64 bytes from 192.168.201.5: icmp seq=2 ttl=64 tim 297 ms
64 bytes from 192.168.201.5: icmp seq=3 ttl=64 time=0.302 ms
2C
--- 192.168.201.5 ping statistics ---
3 packets transmitted, 3 received, 0% packet loss, time 2056ms
rtt min/avg/max/mdev = 0.297/6.330/0.392/0.046 ms
[cditto@T10-D-AL2 ~]$ ping 192.168.201.2
.168.201.2 (192.168.201.2) 56(84) bytes of data.
from 192.168.201.2: icmp seq=1 ttl=128 time=0.506 ms
from 192.168.201.2: icmp seq=2 ttl=128 time=0.482 ms

from 192.168.201.2: icmp seq=3 ttl=128 time=0.376 ms
from 192.168.201.2: icmp seq=4 ttl=128 time=0.445 ms

--- 192.168.201.2 ping statistics ---

4 packets transmitted, 4 received, 0% packet loss, time 3063ms
rtt min/avg/max/mdev = 0.376/0.452/0.506/0.051 ms
[cdittoeT10-D-AL2 ~]$ ]




Useful links for sharing passwords databases:

1. Thisis avideo about how to sync KeePass using Google Drive in
Android and Windows devices.

https://www.youtube.com/watch?v=-txzZWZhZm9c&t=450s

1. Documentation about Google Drive synchronization between devices.
https://support.google.com/drive/answer/10838124?hl=en#zippy=%2Csy

nc-a-folder-with-google-drive-or-google-photos%2Cdownload-drive-
for-desktop



https://www.youtube.com/watch?v=-txzWZhZm9c&t=450s
https://support.google.com/drive/answer/10838124?hl=en#zippy=%2Csync-a-folder-with-google-drive-or-google-photos%2Cdownload-drive-for-desktop
https://support.google.com/drive/answer/10838124?hl=en#zippy=%2Csync-a-folder-with-google-drive-or-google-photos%2Cdownload-drive-for-desktop
https://support.google.com/drive/answer/10838124?hl=en#zippy=%2Csync-a-folder-with-google-drive-or-google-photos%2Cdownload-drive-for-desktop
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